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Web Comply
Automate, simplify and quickly attain PCI compliance 
by identifying and eliminating security threats with a 
scalable and non-disruptive solution.
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AUTOMATED & EASY TO USE REPORTS

Merchants store cardholder data and sensitive 

authentication data on their websites, so it needs to  

be secure and kept private. Technology is developing  

so fast that there is a growing number of fraud activities 

and businesses face many challenges keeping up with 

the pace. Doing business should be based on trust 

(between merchants and customers) and the robust  

12 requirements within the PCI compliance Guidelines 

helps improve the level of security.

With tips, a friendly and an intuitive interface, 
Sectigo Web Comply helps guide you through  
the PCI DSS compliance process.

Self Managed PCI Scan Portal provides fast &  
secure scan report identifying and recommending  
fixes for any security vulnerabilities thereby reducing  
risks for the merchant.

SIMPLIFY THE COMPLEX

WEB COMPLY PLATFORM WEB COMPLY BENEFITS

Unlimited PCI scans

Less false positives

Global Scalability

Full reporting capabilities

Centralized management

Remediation instructions

Scheduled scans

Disruptive free

Works with all popular content management systems (CMS)
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COMPLETE STREAMLINED COMPLIANCY
Sectigo Web Comply helps minimize merchant resources and efforts that are needed to be PCI DSS compliant. 
Quickly find vulnerabilities so you can eliminate threats, secure your network and stay compliant with an intuitive 
web-based application that guides merchants through every step of finding and remediating vulnerabilities.  
From scheduling quarterly, daily or weekly non-disruptive vulnerability scans and reporting any missed guidelines 
– Sectigo Web Comply helps you stay one step ahead of PCI Compliance.

With tips, a friendly and an intuitive interface, Sectigo Web 
Comply helps guide you through the PCI DSS compliance 
process.

GUIDED APPROACH

Scan all Internet-facing networks and systems with high 
accuracy, generates easy to use reports and provides detailed 
patching instructions for each vulnerability discovered.

SCANNING AND REMEDIATION

Merchant can decide the scanning speed – fast, average 
or slow – based on how much loading they want on their 
HTTP site.

FLEXIBLE SCANNING BANDWIDTH

Self Managed PCI Scan Portal provides fast & secure scan 
report identifying and recommending fixes for any security 
vulnerabilities thereby reducing risks for the merchant.

AUTOMATED & EASY TO USE REPORTS

Product Package Standard Enterprise HackerProof Protect+

Maximum # of IP Address 5 20 20 20

# of PCI Scans per Quarter Unlimited Unlimited Unlimited Unlimited

ASV Scan Report Included with Scan Included with Scan Included with Scan Included with Scan

Vulnerability Scans x x Daily Daily

WAF Requests/month x x x 1M

DDoS Protection Coverage x x x Network Layer 
Application Layer

Custom Rules x x x 5

Integrated OWASP & CMS Policies x x x

Additional IP Packs Purchase Supported x x x

Suggested MSRP $249 / year $399 / year $499 / year $599 / year


