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Sectigo Certificate  
Integration for  
Google Load Balancers
Google load balancers are broadly deployed as part of many enterprises’ web-based services 
providing tremendous scalability and flexibility. Load balancers require digital identities in  
the form of SSL/TLS certificates which ensure their validity and confirm their ownership. 
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Sectigo Certificate Manager provides an integration (or connector) which enables the automated 
issuance and import of certificates to Google Cloud Platform (GCP) where they can be accessed via 
the ‘Load balancing components’ configuration menu. Orchestration tools such Terraform and Ansible 
can be used to automate deployment of those certificates into the load balancer instances. Sectigo 
Certificate Manager integrates with GCP to consolidate the lifecycle management of all certificates in 
the business under a single platform.

By including Sectigo Connector for Google Load Balancer in the cloud environment, enterprises gain 
increased management and control of certificates. This enables an enterprise to use Sectigo certificates  
in the Google Cloud environment.
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With Sectigo Certificate Integration 
for Google enterprises will be able to

• Unify certificate policy and lifecycle management in  
one system.

• Provide certificate issuance from SCM into the Google 
Cloud Platform, enabling oversight and control of 
Sectigo certificates used for Google Load Balancers. 

• Provide visibility of all Sectigo certificates across the 
enterprise from a single dashboard in SCM. 

• Integrate with orchestration solutions such as Terraform 
and Ansible to automate and streamline cloud-based 
application deployments. 

• Reduce complexity of deploying certificate management 
across multiple regions and cloud platforms. 

• Provide capabilities to replace revoked certificates and 
to renew certificates instantly, allowing rapid response 
to threats. 

• Automate certificate issuance and renewal process 
reducing costs, risks and human error.

About Sectigo 
Sectigo is a leading provider of digital certificates and automated certificate lifecycle management solutions 
to leading brands globally. As one of the longest-standing and largest Certificate Authorities (CA), Sectigo has 
over 20 years of experience delivering innovative security solutions to over 700,000 businesses worldwide. 
Sectigo is the leading certificate lifecycle management provider supporting multiple CA vendors and 
integrating with the largest software ecosystems in the world. 

For more information on Sectigo’s Google Load Balancer Connector, 
SSL/TLS certificates or certificate management in general please 
contact Sectigo Sales (sales@sectigo.com).
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