
!initCustomerSession  

 

Live urls: 
https://secure.sectigo.com/products/!initCustomerSession 

 
Version History 
1.00 Original version. 
 

This API allows the web host partners create a SASP session for its end customer. This session will allow to redirect end 
customer to the SASP Post Payment page of his order. 

1. Request 

The request should be POSTed (rather than GETed) to the above URL. 
 
Required variables are in bold. 
Optional variables are in italics. 
 

Variable Name 

(case insensitive) 

Type Max. 

Length 

Allowed Values Description 

loginName string 64 chars  Account Username (case sensitive) 

loginPassword string 128 chars  Account Password (case sensitive) 

orderNumber string 64 chars  The Order Number of a certificate for which 

need open Post Payment page. 

responseFormat 

char 1 char 0 = New-line delimited 

parameters (default). 

1 = URL-encoded 

parameters. 

Explained in sections 2 and 3 below. 

 

2. Response (when responseFormat=0, the default) 

MIME Type = text/plain 

Line Possible Value(s) 

Line 1: 

ErrorCode 

0 = Successful 

-1 = Request was not made over https! 

-2 = Unrecognized argument! 

-3 = The ‘xxxx’ argument is missing! 

-4 = The value of the ‘xxxx’ argument is invalid! 

-14 = An unknown error occurred! 

-16 = Permission denied! 

-17 = Request used GET rather than POST! 

-42 = Call limit reached! Please try again later. 

 
If errorCode < 0 

Line Possible Value(s) 

Line 2: 

Error Message 

Textual representation of error message. See Status Code Possible Value(s) 

 

 

 

https://secure.sectigo.com/products/!initCustomerSession


If errorCode = 0 

Line Possible Value(s) 

Line 2: 

SID 

Identifier created SASP session handle (type=string, max size=16 chars) 

 

3. Response (when responseFormat=1) 

MIME Type = application/x-www-form-urlencoded 

 

bold when always present. 
italic when not always present. 
 
 

Name Possible Value(s) 

errorCode 

An integer (see section 2 - “errorCode” - for the possible values). 

errorMessage 

A string (see section 2 - “errorCode” - for the possible values).  This parameter is 

not present when errorCode=0. 

SID 

SASP session handle.  This parameter is only present when errorCode=0. 

 

 

4. Open SASP Post Payment page 

In order to open the SASP Post Payment page you need to redirect to url 
https://secure.sectigo.com/products/postPayment1a?SID=<SID>&orderNumber=<orderNumber> 

where: 

<SID> - SASP session handle which was got in result of call API !initCustomerSession. 
<orderNumber> - SASP order number for which the SASP session was created 

https://secure.sectigo.com/products/postPayment1a?SID=%3cSID%3e&orderNumber=%3corderNumber%3e

