
SECTIG
O

 PRO
D

U
CT BRIEF

Web Patch
Automated vulnerability patching solution 
providing proactive protection
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MORE THAN PATCHING

Approximately 29% of the web runs on WordPress, 

Joomla or Drupal. Yet for the average web hosting 

companies this number is actually much higher at 57%.  

Approximately 80% of these websites run an outdated 

version of their CMS. This leaves 46% of your websites 

exploitable through significant security vulnerabilities.  

Sectigo Web Patch extracts the security fixes from new 

releases and backports them to all earlier versions.

Our daily scans automatically detect critical 
weaknesses found in websites content management 
system (CMS) or database, and proactively patches 
these vulnerabilities before cybercriminals can 
exploit them.

Sectigo Web Patching detects vulnerabilities and can 
safely patch them, while Sectigo Web Clean finds  
malware and removes it automatically.

DETECT AND ADDRESS

WEB PATCH COMPATIBILITY WEB PATCH BENEFITS

Automatically detects vulnerabilities  
and patches them

Optimized scanning that is fast and light weight

Easy configuration and maintenance 

Email, chat and phone support

Fully integrated with SSL

Automated alerts and live results

Works with all popular content management systems (CMS)
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COMPREHENSIVE VULNERABILITY PATCHING
A website vulnerability is a weakness in code that cybercriminals can exploit. Our vulnerability scanner detects 
these weaknesses through penetration testing. Once detected, weaknesses in your content management system 
(CMS) or database are automatically patched before cybercriminals can exploit them.

When CMS updates are released, your site is patched 
automatically, allowing you to complete full-version 
updates on your timeline

CMS CORE FILES

Outdated plugins are common entry points. Now, 7 of the 
most popular plugins on the market are automatically 
patched until you’re ready to complete a manual update

PLUGINS

Security patching is also utilized with 3 leading 
ecommerce solutions, ensuring cybercriminals cannot 
take advantage..

ECOMMERCE PLATFORMS

WordPress

Features Detect Remediate

# of Web Pages 5 500

Malware Scans Daily Daily

Comprehensive Risk Analysis Daily Daily

Vulnerability Detection Daily Daily

Blacklist Monitoring Daily Daily

Spam Monitoring Daily Unlimited

Automated Malware File Removal x Unlimited

Automated Malware Code Removal x Unlimited

Automated Malware Database Cleaning x Unlimited

Spam List Remediation x Unlimited

Blacklist Remediation x Unlimited

Automated CMS Core Patching x Unlimited

Automated CMS Plugin Patching x Unlimited

Automated CMS Theme Patching x Unlimited

*Suggested MSRP $189 / year*

WHAT CAN BE PATCHED?
Joomla! Drupal

Magento Pretashop WooCommerce

All-In-One SEO  
Pack 
Contact Form 7 
Wordpress  
Importer

Google XML
Sitemaps 
TinyMCE 
Advanced

Yoast SEO 
Jetpack


