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Web Detect
Always-On, checking for any hidden web threats
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COMPREHENSIVE VISIBILITY

The average cost of a malware and web-based attack 

on a business is $1.4M (Accenture study), yet even with 

destructive malware attacks up 200% in 2019, thousands 

of business websites remain vulnerable to attacks. 

Sectigo, the world’s largest commercial Certificate 

Authority, is taking an industry-leading step to increase 

the use of website security solutions with the introduction 

of the Sectigo Web Detect integrated with its  

SSL products.

Enable a daily website scanner that automatically 
checks, finds and instantly notifies you of any 
hidden malware, viruses, and other critical security 
threats.

Sectigo Web Detect provides real-time automatic 
notifications of any security risks found via our 
comprehensive scanners.

THREAT DETECTION

WEB DETECT COMPATIBILITY WEB DETECT BENEFITS

Automatically detects vulnerabilities  
and patches them

Optimized scanning that is fast and light weight

Easy configuration and maintenance 

Email, chat and phone support

Fully integrated with SSL

Automated alerts and live results

Works with all popular content management systems (CMS)
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COMPREHENSIVE DETECTION

Features Detect Remediate

# of Web Pages 5 500

Malware Scans Daily Daily

Comprehensive Risk Analysis Daily Daily

Vulnerability Detection Daily Daily

Blacklist Monitoring Daily Daily

Spam Monitoring Daily Unlimited

Automated Malware File Removal x Unlimited

Automated Malware Code Removal x Unlimited

Automated Malware Database Cleaning x Unlimited

Spam List Remediation x Unlimited

Blacklist Remediation x Unlimited

Automated CMS Core Patching x Unlimited

Automated CMS Plugin Patching x Unlimited

Automated CMS Theme Patching x Unlimited

*Suggested MSRP $189 / year*

Monitors websites daily for security vulnerabilities found in the 
following content management systems (CMS): WordPress, 
Joomla!, Drupal, WooCommerce, Prestashop, and Magento.

VULNERABILITY DETECTION

Our scan finds malware and links to potentially dangerous sites 
that could harm or damage the user’s website or computer.

MALWARE DETECTION

 SPAM scans a website’s IP and domain against leading spam 
databases to check if it’s listed as a spammer. Immediately 
alerting once the IP is found.

SPAM & BLACKLIST MONITORING

Our Application Scan checks website applications to verify 
they are up-to-date and free from vulnerabilities. 

APPLICATION SCAN


