SECTIGO

The evolution of TLS/SSL
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BEAST Attack
Exploits predictable
IVs in the
predominantly
used TLS 1.0 - 1st
successful attack
on rich browser
functionality
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access to Dutch
CA & issues
hundreds of
fraudulent certs
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Poodle Attack
Attack on SSL 3.0
results in its 2015
deprecation
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* SHA-1 deprecated

* Google deprecates
trust for all
certificates on
Symantec-owned
roots

© Sectigo
introduces
industry-first
multi-year
subscription
certificates for
up to 5 years

TLS 1.3

Removal of insecure
features + added new
Cipher Suites

© Maximum certificate
duration limited to
27 months

© Comodo CA rebranded
as Sectigo
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